(Ignore headings, they’re purely for my benefit)

# Intro Paragraph

In our problem analysis, the first major that stood out was the inability of connecting infrastructure monitoring services such as firewalls and intrusion detection systems into global notification services. The second major issue was the difficulty of administrators remotely administering their services once they had been notified of an issue. This project seeks to make headway in both those areas by producing a scalable application able to interface with popular security solutions and provide easy to use remote administration.

# Bullet Pointed high level goals for the project

The goals the project are intended to meet are as follows:

* Review literature related to chat bots, natural language processing, cyber security and visualisation methods.
* Create a chat bot able to connect to most major instant messaging platforms, and retrieve data from either log files or an API.
* Allow the chat bot to analyse incoming data and inform the correct people should an issue occur.
* Give the chat bot the ability to understand incoming commands using natural language processing, and have it act upon those commands on remote servers in a customisable way.

# Explain problem in a paragraph

The problem with remote infrastructure administration is that generally, you are away from your tools. Having a dashboard with all your servers’ status is all well and good as long as you can see it. It is very important that administrators know how their infrastructure is operating, as outages may affect a business very quickly. While it is possible that somebody will notice the outage and call the person responsible, a much better response to “I didn’t notice” is “I’m already working on it”. Being away from your tools also limits your ability to work on an issue once notified, and having remote access to tools even as simple as ping can be essential in troubleshooting.

# Bullet point specific objectives – What am I going to do? – How to achieve? (NEEDS REFORMAT)

To be more specific with objectives, there are several parts to the project that need to work for the project to work as a whole:

* Create a chat bot and connect it to a popular IM service with rich text support to allow for more creative use of messages, such as Telegram[1].

Allowing the chat bot to communicate via different IM services is vital. Some companies use Cisco Jabber and some have no IM communication at all. For the sake of having messages that can be formatted, Telegram is a good choice for testing. However, the bot should be able to be modified to work with most IM services with minimal effort.

* Connect the chat bot to a natural language processing service to allow it to respond certain ways for certain commands, such as LUIS[2]. Give access to commands such as ping, or dig.

Natural Language Processing may at first seem like a pipe dream, but services are coming out daily like Microsoft’s LUIS, Google’s Natural Language API and Facebook’s Wit.ai this is a much more attainable goal. Having an easy to train platform that is able to parse requests without complex regular expressions will make it much easier to expand the bot in the future.

* Give the chat bot access to a production server and have it read logs, parsing them for important information.

While it is not entirely necessary to have the bot connected to a production server, we believe it is important for the bot to encounter live data so it can be taught how to deal with it. Being able to remotely access logs via SSH or FTP and parse them for data is the cornerstone of the security monitoring aspect of the bot.

* Give the chat bot access to an API to parse for information.

Similarly, be able to parse remote endpoints for information is useful, as many intrusion detection systems such as Bro[3] have logging API’s that allow third party applications to access alert data.

* Give the chat bot access to WMI for Windows information gathering if needed.

Using the Linux version of Windows Management Instrumentation, WMIC[4], we can access a wealth of information from Windows systems remotely.

* Have the chat bot inform the user via the IM service if a specified alarm is tripped.

One of the most important parts of the whole project is the alerts and notifications system. Once an alarm is tripped, a specified user should be informed via their IM service.

* Allow the user to send commands in response to the alarm being tripped, and have the bot act upon them.

While we do not expect this aspect to be as powerful as the tools of a well-equipped network administrator, this should at least give them access to part of their arsenal in which to troubleshoot and assess the situation. This could be anywhere from ping, to dig, to a fully-fledged remote shell.

* Have the bot be easily to expand upon to perform other tasks and interface with other logging systems or services that may need to be monitored.

The bot should be scalable to support as many different users, IM services, notification types, API reads and remote servers as possible. The bot should never be the bottleneck, only the hardware on which it runs.

To complete these objectives, we intend to use an array of utilities ranging from online services to open source tools. This will likely include utilising tools on both Windows and Linux for a more realistic approximation of real administration. It is hoped that this tool will be used in day to day administration of a real network, but it should not be specific to that network.
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